Hong Kong Exchanges and Clearing Limited and The Stock Exchange of Hong Kong Limited take no
responsibility for the contents of this announcement, make no representation as to its accuracy or
completeness and expressly disclaim any liability whatsoever for any loss howsoever arising from or in
reliance upon the whole or any part of the contents of this announcement.

/B

LIS I e I A7 B2 i)
JU TENG INTERNATIONAL HOLDINGS LIMITED

(Incorporated in the Cayman Islands with limited liability)
(Stock Code: 3336)

INSIDE INFORMATION
UPATE ON DATA SECURITY INCIDENT

This announcement is made by Ju Teng International Holdings Limited (the “Company”), together
with its subsidiaries (the “Group’) pursuant to Rule 13.09(2) of the Rules Governing the Listing of
Securities on The Stock Exchange of Hong Kong Limited (the “Listing Rules”) and the Inside
Information Provisions (as defined in the Listing Rules) under Part XIVA of the Securities and
Futures Ordinance (Chapter 571 of the Laws of Hong Kong).

Reference is made to the Company’s announcement dated 15 January 2026 and 16 January 2026
(the “Announcements”) in relation to the Incident. Unless otherwise stated, all the capitalised terms
used herein shall have the same meanings as those defined in the Announcements.

As stated in the Announcements, the Group has engaged the Cybersecurity Consultant to carry out
investigation regarding the Incident. According to the investigation, unauthorised access had been
gained to four of the six hosts assessed, and traces related to a third-party synchronisation and
external transmission tools were discovered on certain affected hosts. Based on the Group’s internal
investigation, the information disclosed in the relevant Dark Web post included certain historical
business files provided by clients of the Group and the Group’s internal files, though such
information do not constitute undisclosed inside information of the Company.

Upon discovery of the Incident, the Group immediately took steps to identify the possible points of
unauthorised access and took appropriate action to sever their connection to the Group’s servers.
Since the commencement of the Investigation to date, the Group has implemented additional
cybersecurity measures, including but not limited to preparing to upgrade the firewall, establishing
dedicated jump servers to further restrict server access, disabling external functions of the firewall
management service and minimising access privilege for remote sites to prevent cross-site
connectivity. The Group is also in the process of adopting other additional security measures
designed to prevent the occurrence of similar attacks based on the recommendations of the
Cybersecurity Consultant, and is also liaising with the clients whose information has been affected
by the Incident.
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